POLICY

SDSMT ITS will use hardware and software tools to actively detect and block unauthorized access to SDSMT computing and networking systems as well as attempts to compromise systems connected to SDSMT network.

PURPOSE

To reduce the likelihood that SDSMT computing and networked system will be attacked and compromised from sources inside and outside the campus network.

SCOPE

This policy applies to all computing and networking system controlled or managed by SDSMT ITS department.
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